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Basic Concepts

EXPIRATION MAIN IAINING
You can use Tivoli Storage Manager to delete

backed up files after a certain period of time or

after a certain number of versions of a file

exists. Expiration is based on criteria you
define in the backup or archive copy group.

PROGRESSIVE BACKUPS

Tivoli Storage uses p (or backup
methodology in which the flrst backup operation backs up everythlng
and each backup operation after that backs up only new or changed
client files.
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Policies are rules that are set on the Tivoli Storage Manager server to help you manage client data. “Today, another new backup copy of team_stat was created. . B:. n,ﬂ: :I\:nzdxr s :,:g::ddgd‘\;w

wse there are now four versions of the file (and the
maximum allowed is three), the oldest version of the file is
marked for expiration. It is now eligible to be deleted:

They control how and when client data are stored. Using p: s, you can specify how and when
files are backed up and archived to server storage, and the quantity and length of time copies are
kept in server storage.
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Archive Copy Expiration

For archive copy groups, expiration of files is based on the
number of days an archive copy file can exist before it is
expired (marked for deletion).

The archive copy group acct_rec specifies that the maximum IMPORTING and EXPORTING

number of days an archive copy file can exist i threc. Tivoli Storage Manager allows you to move client data to a different

Logical Layer Physical Layer B 1f the file is a candidate for a backup

operation, based on the information in the
management class, then the client sends the
Storage Pool file and file information to the server.

Volumes

The server checks the management class that
is bound to the file to d\lumm\ the
destination for the backuy h is the naml
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“The file will eventually be expired based on the settings
in the management class to which it is bound.

ARCHIVING DATA
You can use the archive process to copy client data to server
storage for Iong-term storage. This might be useful for

ive retention

The includ lude list is a set of that allows a high level
of control over which files are backed up.
Kate has been assigned two big projcts. She works on Project 1 almost every day, and several of
the files she is working on are full of eritical information. They need to be backed up ofien. Kate
spends some time working on Project i all important data in one folder called MAIN,
which also needs to be backed up often. Kate occasionally saves some personal files and
information to her work computer, but does not worry about this information getting backed up.
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Kate decides to create ar

There are two methods for importing and exporting data:

with eritical data. This will help eliminate some of the time and | $72C1ude 7bro32/main 1. Export directly to another server an the network. This will allow an immediate import process
server resources required for her backup operations. inelude /proi/ Client Long-Term ; " compati ol dov .
weStent Client ERAN 10ay 20058 without the need for compatible sequential device types between servers.
jorkstation Data o 3
Today 2. Export to sequential media and later import the information (o another server that has a

“The length of time an archive copy file is kept depends on a value defined in comparable device type.

the archive copy group. At the end of that time, it is expired.

“To free up space,

)ou can choose to Workslallon
workstation after

they are archived.

exclude /kate/s
exclude 2/%
include /p:ejz/mun
include /proj1/*

Entire directory.
structure is backed up

When Kate's machine
starts a hackup operation,
the client checks her
include-exclude list.

e RECLAMATION
Reclamation is the process of copying valid data from two or more ial access to one new
sequential access volume.
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“The list is checked from the bottom up, so the first thing the
the PROJ1 dircetory are included for the backup.

‘When filespaces

Byan uees sequenlml accss volumesto bk up his
d fil delted cquential m

Sl emply cos” ay r\m files cannot be written to these i]!at‘Ps
ecnse sequential mecis can only be wrtien from begmmng 0 en

exclude /kate/'
exclude /pro:

include /pm]Z/m-).n
include /projl/

This wasted (or reclaimable) space increases the time that restores take as
well as the number of volumes needed to store data.

Kate wants to include the

folder MAIN in the hackup Empty or Consolidated
operation, but exclude Scratch Volume Data from Original
Volumes

everything else in the Primary " Client Chent Storage
PROJ2 directory. Storage Pool Workstation Data

The client can ac

Vol_1 Vol_2

s the archived files in long-term storage when they Volumes

Because include-exclude statements are processed from the botiom up, Kate added an include
statement for the MAIN folder hefore adding an exclude statement for everything else in the
PROJ2 directory.

Valid Data

“To climinate the wasted space, Ryan decides to combine the valid data from two volumes
onto one volume using reclamation. He can do this when the percentage of reclaimable
space is 50% or greater on each volume.

Scratch
Volumes

are needed.

exclude /kate/*

Nothing in
the KATE

directory i .
Backed Up. amation operation,
ly returns the old

volumes to scratch status.

OVERVIEW

Tivoli Storage Manager Components

The Tivoli Storage server backup, archive and space management
servn:es to clients.

es the dircetory
and all of it files
from being backed up.

Administrative Interface
i co Server and Recovery Log Server Storage
b 1, The server can write data to
rver uses a database to tracl hard disk drives, disk arrays and

server activities, e e nts,

define client data, policy and schedules. The

management recovery log serves as a seratch pad for the
policies for database, recording

Uente and et information about

up schedules to elient and server
rovi services actions while the

to clients at actions are being

regular intervals.

subsystems, stand-alone tape
drives, tape libraries and other
forms of random- and
sequential-access storage. The
media that the server uses are
grouped into storage pools.
Storage devices can be
conneeted directly to the server,
or through a local area network
(LAN) or storage area network
(SAN).

CHECKING IN VOLUMES
There are a few ways to check in and add storage volumes or cleaning tapes
to the server inventory. The server cannot use a volume that physically
resides in a library until it has been checked in.

STORAGE DEVICE MANAGEMENT

Storage devices and media are represented by objects that you
define in the server database. These objects contain information
about devices and media.

For volumes that are not labeled: TSM Library Inventory

To ke h status, use the LABEL
LIBVOLUME command with
CHECKIN ATCH.

For private ol LABEL LIBVOLUME, Client Node
For private volumes, use LA A client node can be a workstation, :
with CHECKIN=PRIVATE. a personal computen & Hle server Logical Layer

a network-attached
storage (NAS) fle server Log and Database Server
or even anothy 3

Defined on the server Physical Layer

Storage Pools Storage Pools

DRIVES!
Each drive
mechanism within
a device is
represented by a
drive object. Drive
definitions include

information such as

the clement PATHS Paths are defined

address, how often
the drive is cleaned from both the library

To keep scratch status, use the CHECKIN
LIBVOLUME command with
STATUS=SCRATCH.

For private volumes, use CHI STORAGE
¥ AREA

e
LIBVOLUME with STATU: FILES

NETWORK Library Storage

Shoal”

Volumes that are not labeled can also be checked in by utilizing the AUTOLABEL Volumes
feature. With AUTOLABEL enabled, volumes are first checke hen, upon

first use of the volume, a label will be assigned based on the bamude value.

LIBRARY

SCRATCH VOLUMES

Scratch volumes are labeled volumes that are
empty or contain no data. They are i for
immediate use in backup and other operations.

DRIVES

You can use the QUERY @

PATH command to
de termine what

u have
wailable and online.

LIBRARY

Chester is ready -
Gart o backop Tivoli Storage

Manager He checks a volume:
into his Ti

operation. He
e bk or

:;r'a::;l:olmm» Tape. Manager I and whether the and the drives.
Processing TSM Library Inventory Onee et exp be ready o drive is online.
- &h“ﬂ Chesteris ready to perform a The volume is d Solume i recaimed. the e again Paths connect logical layers within the Tivoli Storage Manager server to real world
? TSM Library p opertion, o Some poo where it ! vohume will return o physical hardware. They store device special file names which define how the physical
operations. Inventory ongta< 1 contains vald data soratch status. layer is accessed.
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